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MR.
:  It’s my pleasure to introduce the next panel.  I’m going to introduce Falkenrath who will introduce the rest of the participants.  

Rich Falkenrath has a long history in intelligence, law enforcement and homeland security.  At President Bush’s Homeland Security Council he was policy director and head of a team that developed President Bush’s legislative proposal to create a Department of homeland Security.  He later became deputy homeland security adviser and also went to the NYPD where he started as deputy commissioner for counterterrorism.  Since leaving the NYPD, Rich is at CFR and the Chertoff Group.  

And please welcome Rich Falkenrath, our moderator.  Thanks.  (Applause.)

MR. RICHARD FALKENRATH:  Thank you very much, Michael.  It’s a real honor to be here moderating this panel, this extremely distinguished panel on an extremely timely topic and that topic is FBI intelligence reform.  And for that we have a first rate set of speakers who I will introduce in just a moment.  

But let me just say a word on the timeliness of this panel.  In my judgment, the last 18 months really – 2009, 2010 – have been by far the most dynamic year in terms of active terrorist plots inside U.S. borders since 9/11.  You’ve heard about many of them.  There’s a few others that you probably haven’t heard about and there’s few that are sort of small.  

But the big ones, the significant plotting in the Somali community related to the conflict in Somalia and possibly here in the U.S.  We had the active casing of Mumbai for the purpose of preparing for the terrorist attack against that city by Lashkar-e-Taiba, by a U.S. citizen.  We had an attempted plot to detonated improvised explosives, suicide vests in New York City subway led by an individual named Najibullah Zazi that was successfully disrupted in September of 2009; the Faisal Shahzad plot in Times Square, the Abdulmutallab plot attempt to blow up the airliner on Christmas; the Fort Hood shooting and others.  It was a very dynamic time.  

I had the privilege of serving in the White House from 2001 to 2004, and while we were on edge all the time, I would say we did not have this magnitude of actual specific known operational plots against the country that we’ve seen in the last 18 months.  

It’s a deep question why that’s happening but this is not scholastic panel.  This is an operational panel.  We’re going to talk about some of the things that are going on to deal with that.  

One of the things that’s happened in the last four years I think is that the institutional, organizational structure for domestic counterterrorism has settled down and much of the work now is on the inside with changes in laws, with attorney general guidelines, executive orders, rules, new legislative proposals, that manner of things.  

So we’re seeing fewer and fewer organizational changes but more work occurring behind the walls of the organizations that matter the most here.  And of those, unquestionably the foremost is the FBI which is the lead counterterrorism agency for inside the United States.  That’s the subject of this panel.  We have three excellent speakers on this.  

The first – I’m going to introduce them all then start their remarks – is Sean Joyce.  Sean is currently the executive assistant director of the FBI for the National Security Branch.  In that capacity, he oversees counterterrorism, both domestic and international, foreign counterintelligence and intelligence activities inside the FBI.  He will speak first.

Following him is Congressman Mike Rogers who’s a member of the HPSC/I and is also a former FBI special agent, relatively unusual to have – not too many special agents I think are currently serving in Congress.  It gives him a unique insight into this problem.  

And our final speaker is General Mike Hayden who served in many different capacities but his last few jobs in government were as director of CIA and director of NSA following a long, very distinguished career in the United States Air Force.  

So with that, I’m going to turn it over.  They’re going to make introductory remarks, then I will moderate the conversation between them and with you.  First up, Sean.

MR. SEAN JOYCE:  Thanks, Rich.  Good morning everybody.  And I appreciate the opportunity to discuss the transformation of the FBI since 9/11.  I am honored to be here with my distinguished panelists.  

Today I want to focus on the strides we have made since 9/11 to become a threat-based, intelligence-driven organization.  We have not only changed business processes within the FBI but we’ve also changed the mindsets of the FBI workforce.  While the change has been unprecedented, we still have work to do.  

As the NSPG report noticed several weeks ago, the terrorism threat has diversified and continues to evolve from large scale, complex, centrally planned attacks to include smaller scale, dispersed and hard to detect attacks.  

Two examples of these is Najibullah Zazi who traveled from Denver to New York City in an attempt to bomb the New York City subway system.  Additionally, Faisal Shahzad placed a car bomb in the middle of Times Square.  Both of these individuals were directed by core al Qaeda or their affiliates.  However, both independently selected their targets.  

Not only are the potential targets increasing but also our adversaries are changing in coming from different directions.  We too have changed and continue to change to address this evolving threat.

The FBI has changed enormously in my 23 plus years as an FBI agent.  I would not recognize the agency that I first entered into on June 29th, 1987.  Immediately after 9/11, we shifted resources to address the threat.  We built the critical infrastructure to establish an intelligence program.  We created an organization with a national security focus and aligned the organization with these new priorities.  

We stood up the Directorate of Intelligence.  We began by expanding our intelligence workforce.  We nearly tripled the amount of analysts within the FBI to 2,800.  We doubled the number of linguists to nearly 1,500.  We created a formal mechanism to disseminate intelligence reports.  And since 9/11, we have disseminated over 90,000 intelligence reports.  We created the Field Intelligence Groups in every FBI field office.  We increased the number of joint terrorism task forces from 35 to 104.  

The transformation continued and in 2005, the National Security Branch was formed.  The National Security Branch combined the resources and capabilities of the Directorate of Intelligence, the Counterterrorism Division, the Counterintelligence Division and later the Weapons of Mass Destruction Director and the Terrorist Screening Center and the High-Value Interrogation Group.  

My position was designed as the primary liaison and interlocutor with the director of National Intelligence.  The formation of the NSB broke down stovepipes across the national security programs.  

We continued and standardized the Field Intelligence Groups.  The Field Intelligence Groups now collect, use and produce intelligence in much the same way so that they can share with one another and also share with our partners.  

We’ve also worked to change the mindsets of the FBI workforce.  We’ve stressed the importance of knowing your domain or territory and understanding that domain.  Before 9/11 we collected evidence to prosecute cases.  Today we collect intelligence to better understand the threat.  

Our mission is not only to just disrupt the plots – it’s to collect against the plots, to understand the plots and ultimately to dismantle the network.  We continue to look for the unknown.  We make use of the information we already have and we have linguists, analysts, agents and operational specialists sitting together looking for the unknown, attempting to make connections from disparate pieces of information to connect the dots.  We train them how to look for the unknown and mitigate the threat.  

We’ve redesigned our human source program and the way we train agents to collect human intelligence.  We recruit and identify sources, not for cases but to address the threats.  

We’ve strengthened our partnerships.  Now we share information and that is the rule.  We withhold by exception.  We’ve strengthened our efforts to reach out to community-based groups to help prevent radicalization.  

We’ve built extensive outreach programs with the Muslim, Sikh and South Asian communities to develop trust, address their concerns and discuss items of mutual interest.  

We’ve established a specialized Community Outreach Team to establish new contacts in key communities.  An example of this is, as we all know, in 2007 and 2008, several individuals from Minneapolis traveled to Somalia to fight on behalf of al Shabaab.  We met with the Somali American community in Minneapolis so we could better understand what was happening and discuss their concerns and prevent it from continuing to happen and to prevent it from happening in other communities across the nation.  

Since 9/11, change has been a constant in the FBI.  The threat continues to change but the intensity and focus of the FBI workforce does not.  We continue to refine our intelligence program to confront the ever changing threat in order to protect the American people each and every day.  Thank you.

MR. FALKENRATH:  Thank you very much, Sean.  We’re going to turn now to Congressman Rogers.

REP. MIKE ROGERS (R-MI):  Well, thank you very much.  And thanks to the governor and the congressman for the work you’ve done on the 9/11 Commission.  It would have been very easy for you to move on and do other things.  Thanks for dedicating so much time and effort to do an invaluable task to the national security of the country.

I have to tell you when I first got invited to this, I was a little bit nervous in the sense that they said, you’re going to serve on the panel.  It will be the FBI, the CIA and a member of Congress.  And I said, you know, I think I’ve heard that joke.  (Laughter.)  And I think that turns out well for me on this.  But I do appreciate the opportunity to be here.  

And thanks to our distinguished panelists.  I had the great opportunity to watch Mike Hayden when he assumed the role of DCI.  And I don’t think he has a bigger fan from what was a skeptical member of Congress and he can certainly share that over a cup of coffee I bet.  But we have – I have really come to admire the work that he had done there.  It was unbelievable.  Sean, I wish you well in your new endeavor.

I want to talk about these cultural changes.  As an agent, when I was in, it was about guns and handcuffs and cooperating witnesses.  That’s how you judge your worth as an FBI agent.  And if you didn’t fit into that matrix, you probably weren’t one of the better agents in that particular office.  So this notion of a counterterrorism squad or a terrorism squad back then wasn’t really something that you really wanted to aspire to.  

When I think about this organization, it’s by far the largest, some 35,000 people in the FBI.  It’s certainly the most public of our intelligence units.  And of course, they have certainly a large criminal aspect to that.  

So they have both the good fortune and the misfortune of being the most watched, probably the most criticized in their ability to try to change from this guns, handcuffs, cooperative witnesses to Intel reports and analysis and confidential sources or assets that may never testify.  That is a cultural change for the bureau.  

And they’ve done some amazing things.  The agents on the ground floor who are doing their work out in the field have made that transition given the large number of the new agents less than five years of service have been able to make that transition.  It doesn’t come without difficulties.  

And if you think about what Congress did as we said, all right, 9/11.  Everybody has to change.  There was the discussion of MI-5 versus MI-6.  Should we do the same with the bureau?  They went through all of those suggestions along the way.  

So Congress, in our wisdom, we came up with just a few pages of suggestions for the community to live up.  We’ve added more committees for them to have oversight over so they can spend a lot of time doing that and then we threw money at the CT problem including the FBI.  

And I say that, I just want to read a couple of lists here from 9/11 to today.  We have – and why this is important for the FBI’s transition.  At the CIA, the Counterterrorism Center, the CIA DI Office of Terrorism Analysis, the National Counterterrorism Center.  At DIA, the Joint Intelligence Task Force for Counterterrorism, the FBI Joint Terrorism Task Forces, the 72 fusion centers to integrate CT information around the country.  At the NSB, the National Security Branch, Counterterrorism Division is now there.  At DHS they have the Homeland Counterterrorism Division.  At State Department now they have the INR Office of Terrorism, Narcotics and Crime.  At Treasury, the Office of Intelligence and Analysis in Terrorist Financing.  

The Department of Defense had a Criminal Investigative Service whose job it was to investigate fraud against the government in contracting – also now has a counterterrorism mission.  And the reason they did that is because that’s where the money was.  

Just on counter proliferation – the National Intelligence Council has an NIO for weapons of mass destruction and proliferation.  The CIA has now a DI WINPAC on counter proliferation.  The NCS, Counterproliferation Division.  The National Counterproliferation Center at DHS, the Domestic Nuclear Detection Office.  At the FBI, NSB, Weapons of Mass Destruction Directorate.  At DOE, the Nuclear Materials Division.  At State Department – it goes on and on.  

Then we decided Afghanistan and Pakistan, the Durand Line was pretty important.  We’d better pay attention to it.  So what happens?  The ODNI national intelligence manager of Afghanistan and Pakistan.  They also have mission managers assigned.  The CIA DI Office of South Asia Analysis to focus on Afghanistan and Pakistan, they also have mission managers assigned.  The CIA, the NSC, the Near East Division, they have analysts and directorate assigned to Afghan/Pakistan.  The National Intelligence Council now created the NIO for Near East to focus on Afghanistan and Pakistan.  The State Department, the DIA, Afghan/Pakistan Task Force.  And at the FBI and the NSB, NDI – DI, the Afghan/Pakistan Analysis Office.  So they created FIGs and fusion centers.  And High-Value Interrogation Group is the new rendition of how we do this.  Lots of money and lots of confusion.

Now, if you pick up the book and say, did they do everything that was in this book that represents the laws that were passed by Congress, the answer is yes.  Have they gotten to where they need to go?  The answer is absolutely not.  They’ve had their problems.  The NSL, letter problem was a cultural problem that they ran into along the way.  

They have – there’s something called the virtual case file.  The FBI in order to get into the intelligence business needed to get into the modern technology of using an information technology system that addressed their issues and allowed people to talk to each other.  That has been a disaster.  Hundreds of millions of dollars from 2003 to today, they still don’t have a functioning system.  Actually, they just brought it back in House to try to come up I think with about their third rendition of this.  

And here’s the problem with that.  So they’re making – they’re fighting this transition.  I think they’re doing an exceptional job on the ground level.  Policy confusion abounds, people throwing money at them, creating divisions.  They hire 2,800 analysts.  And by the way, when you talk to those analysts, some are used appropriately.  The majority have yet to be integrated into the system of true analysts when you talk about having an agent and an analysts who are on equal par looking to seek to determine a piece of actionable intelligence.  Not even close to being there.  Numbers are good.  Actions, not so good.

And here’s the other problem the FBI has and I think why it’s been so difficult for them to kind of get over this hump.  And it started about two years ago.

There is a real cultural problem here in Washington, D.C.  Warfare or lawfare?  And this is a decision that we’re going to have to make and we’re going to have to make as policymakers.  

We tell the FBI we want you to change.  We want you to go into the intelligence business.  We also tell them, gee, by the way, we want you to read Miranda rights.  We want you to collect evidence and we want you to put them in jail and we want to have press conferences.  

It has been a schizophrenic message at best.  And if you’re that agent who meets the airplane in Detroit, Michigan, and you believe your mission is to get information to prevent further damage or find out if there’s any other bad guys or what else is going on in the country and you’re told by Washington, D.C., that you need to Mirandize somebody, you can imagine how confusion that is.  

And think about – the Christmas Day bomber – I’ll do this quickly – is to me the perfect example about why we have to get this right.  Someone shows the criminal aspect of that case.  I could go back today and probably get a conviction.  You had witnesses – yes.  That’s saying a lot.  Ask Sean.  He’ll tell you.  

You have somebody that shows up whose pants are on fire.  There are lots of witnesses.  There are people on the plane who engage in securing that individual.  He is removed from the airplane, clearly, immediately in the hands of law enforcement where the bomb is removed from the person and yet he is secluded in another room. 

Think of the criminal aspect of that case.  It is not hard to prove that he was on the plane with a bomb with the intent to kill innocent civilians in an act of terror.  That part is pretty easy.  So you ask these agents to stop the intelligence collection side when you ask them to say you have the right to remain silent.  That has a whole different set of rules.  

And this was the most disappointing thing to me about the bureau.  The people who were asking him questions before he was Mirandized have been determined “dirty teams,” their language.  The people who come in after the Mirandizing are considered “clean teams.”  Now, if you know anything about FBI culture, if you’re going to address any of these agents as “dirty team” members, I guarantee you you will get very few people interested in going along.  The cultural messaging of this is horrible.  And I think this has been one of the biggest challenges for the bureau.  

And think about what happens along the way.  Going through this investigation, as you’re an agent, you take great pride in finding all of the information.  Someone calls and tells you that they’re going to need to disclose that the family members are cooperating.  Now, anybody who knows anything about intelligence that is the kiss of death.  And it happened in a press conference.  And if you look at what happened through DOJ’s involvement in the FBI’s transition, I think that’s where the problem lies.  They disclosed the family member.  They disclosed other information about the case that if it were an intelligence-based case wouldn’t happen.  Even the Russian spy swap was disclosed prior to the Russians agreeing to the spy swap.  

Are we intelligence officers or are we law enforcement officers?  You can’t have the FBI headed up by DOJ with their set of beliefs and then still be held accountable by the DNI for collection reports and better information.  

So hopefully we’ll have a chance to talk about how we can get through that today.  And hopefully we’ll have a chance to talk about how the finest law enforcement agency in the world can also be the finest domestic collection agency in the world as well.  

MR. FALKENRATH:  Thank you very much, congressman.  General?

GEN. MICHAEL HAYDEN:  Yes.  Thank you.  I think Congressman Rogers copied my homework.  I’ll be echoing a few things that you’ve heard already.  Number one is the new flavor of the threat that we’re facing.  Michael Leiter was very articulate about this about two weeks ago in front of the Senate Homeland Security Committee in which he drew the picture of lower threshold and self-radicalized as being a new flavor of the al Qaeda danger.

That puts a premium on some things that have not been at the top of our list.  They’ve been very important, but it shifts our weight.  It shifts our weight, for example, in the direction of homeland security as opposed to foreign operations.  It shifts our weight in the direction of law enforcement.  

It also shifts our weight in the direction of domestic intelligence.  And I wanted to describe it that way because I want us to think about this function of domestic intelligence as not law enforcement and not homeland security.  It’s a separate function.  It’s a function that the 9/11 Commission said that we needed to do more of in this country.  

It’s kind of an unnatural act inside the American political culture, domestic intelligence.  I mean, prior to our current efforts – I’m looking back in history, when did we last do this?  And the best example I can come up with are the Pinkertons during the Civil War.  This is a very unusual thing.  

It’s a doable do.  If you look around the neighborhood of English speaking democracies, our four best friends all have one, whether it’s MI-5 or ASIO or CSIS or NZSIS.  So it’s doable.  

But our good friends have not judged it wise to put their domestic collection organization inside their federal police force.  We have done that.  I mean, ASIO and the federal police in Australia are different.  CSIS in not part of RCMP.  

Now, I understand why we did that.  I think it was all the traffic would bear.  I think it’s all our political culture would bear.  But we have set out on a bit of a different course than the other English speaking democracies have when it comes to a domestic intelligence service.  I’m not cynical about our success.  I’m not even skeptical.  But for a while I’ve decided I’ll just pretend I’m from Missouri and see how this works out.

Let me talk about – and I know you’re all familiar with this – about FISA and the law, remember, that long narrative.  But I don’t want to talk about that as an issue.  I want to talk about it more as a metaphor.

When I arrived at NSA, the very good legal team there described to me – you know, as a GI, I’m not quite familiar with this world – the difference between a law enforcement FISA and an intelligence FISA.  And the distinction they drew for me is that, although they both squeeze privacy – all right, there are privacy issues involved in both – in a law enforcement FISA, the ultimate objective is also to squeeze liberty.  I mean, at the end of the day here, the purpose of this thing is to convict someone and put them in jail.  

And therefore, since it was playing so hard with those fundamental rights over here with liberty, there were much tighter restrictions to get a law enforcement based warrant than there had been to get an intelligence based warrant.  All right?  

So the question that I’m not echoing but I think the congressman already suggested is can you kind of get that free ranging more liberated intelligence approach – I’m not talking about FISA now, just about the overall broad approach.  Can you get it inside a macro organization that at least historically has viewed prosecution as the ultimate measure of success?  And that’s a very, very difficult question and I think it fundamentally remains unanswered.  

Now, this is not about what Sean’s already described which is the wonderful work going on inside the bureau.  If this were an athletic team, he’s getting more athletes who can run faster, jump higher, throw longer than they ever had in the past.  I think this is more – and I think Congressman Rogers suggested this – this has more to do with some externals.  

So let me hit upon two or three external points that I think might ultimately determine the success or failure of whether we can get a domestic intelligence service inside the current model.   

The first has to do, frankly, with the attorney general.  This has to be something the attorney general wants to make happen.  This is really hard to do.  Frankly, I was a little surprised but in retrospect I should not have been.  You know, the new AG guidelines that frankly enable the National Security Branch to be a domestic intelligence service.  Although we knew we needed them for years, they were only finally published in the last months of the Bush administration– again, a reflection that this is very, very hard to do.  

Echoing some of the things the congressman said, if culturally the broader Department of Justice does what they did on Christmas Day, the default option to prosecution and law enforcement at the expense of information gathering and intelligence, if the Department of Justice continues to consider Article Three courts as inherently superior outcomes for any captured terrorist, you now have an intelligence service working inside of a broader culture in which the intelligence service has to ask itself probably every morning, am I in the right place?  

A second externality that may determine success or failure – and this may be a bit surprising – and that’s the head of the director of the Center Intelligence Agency.  The DCIA is also by statute America’s human intelligence manager.  He’s actually responsible in law for the coordination, deconfliction and evaluation of all human intelligence.  That’s a powerful role.  

And I realize – I mentioned the AG up here almost at the level of metaphysics in terms of broad approach – the DCIA can work this problem at a more workman like level as he begins to create common standards for reporting formats.  And don’t kid yourself.  That’s important that these reports have to look the same, that a word in this report from CIA means the same thing when you see that word in that report from FBI.  Common source descriptions, common source registries and so on.  And in other words, the DCIA has an opportunity to work this problem from the other end one block at a time to make this more of a truly domestic intelligence organization.  

And finally, the third external actor I’d say has a pretty prominent role in this is the head of NCTC, Mike Leiter.  Mike now has a challenge – and I think basing it on Mike’s testimony two weeks ago that I referred to earlier, if the flavor of the threat is changing, Mike has to change the NCTC.  He has got to change that stew out there and begin to put more domestic flavor into it as opposed to foreign, more law enforcement flavor into it as opposed to intelligence, more domestic information from the NSB into this overall mix.  

I think he’ll try to do that.  I think Mike knows that.  He will run smack-dab into what the DNI pointed out in his opening remarks: current restrictions, current policies or at least current culture that makes it more difficult to mingle those kinds of information, the security concern.  

But at least Mike can get to the point where he points out to policymakers and to the general public that we are indeed making these tradeoffs, that we are not going to that more secure place because that other value over here, we will generally agree, is more important.  And that’s really important because when the next unpleasant thing happens, if we have not been able to do that as a people, we will go spasmodic again and probably do more harm than good to our intelligence and security structures.  Thank you.

MR. FALKENRATH:  Thank you, general.  We’ve now got about 40 minutes for discussion.  I’m going to monopolize it at the beginning and then turn to the audience for questions.  

I think the panel has put on the table a very fundamental issue which is the nature of domestic intelligence in the United States, how do we do that?  Do we do it adequately?  

I would note for historical purposes that the country has been asking this for a while.  It came up after 9/11.  It was explicitly addressed by President Bush at the time and he rejected it.  He said basically, we’re not going to do something fundamentally different.  We’re going to work within the confines of the current system, ask more of the FBI, implement Director Mueller’s internal intelligence reform and help them out a little bit with some extra laws and legal authorities here and there.  The 9/11 Commission considered it and while it called on the FBI to do more and do it better did not advocate for fundamental change in how we do domestic intelligence.  

So when the – (inaudible) – Commission considered it, same thing.  Executive Order 12333, when it was finally amended by the Bush administration – no fundamental change in the structure of domestic intelligence.  That provision basically was identical to the one that President Reagan signed in 1981 saying it is subject to attorney general control and the AG guidelines.  

So it is a fact I think that the country has decided not to do anything fundamentally different and then put on the FBI a burden of delivering much, much more without fundamentally changing the legal and institutional environment in which it operates raising very difficult challenges for them as they try to square that circle we’ve seen in a number of different ways.  

What I’d like to do is drill into a couple specific aspects of this and invite the panel to comment on them.  I’m going to start with one that Congressman Rogers put right on the table which is this question of Mirandizing individuals who are apprehended.  

And start with Sean on that and just ask if you could just sort of explain to us what is the current policy on that and practice.  When we apprehend someone, either at home or abroad – I know it’s not automatically determined that they would be Mirandized and put before Title Three courts though in practice perhaps it is.  So if, Sean, if you could describe that, then I’ll ask the other panelists to comment on that question.

MR. JOYCE:  Absolutely.  First, Rich, I want to say that they told me when I came here I was going to be a panelists to my friends.  (Laughter.)  I’m kidding.  I welcome the dialogue.  I think it’s important that we have this dialogue.  I think it’s important that we exchange these ideas.  

I can tell you the Miranda issue is an interesting one and it’s a challenging one.  But I think we’re missing a fundamental issue here and that is when you give someone a Miranda warnings, that doesn’t mean that gathering actionable intelligence stops.  It is the mindset out there than we read someone their Miranda warnings, the intelligence gathering process is over.  I can tell you over and over and over again that is not true.  Najibullah Zazi, that is not true.  David Headley, that is not true.  And many, many others.  

So there’s a fallacy out there that because we read someone their Miranda warnings, that the intelligence gathering stops.  It does not.  And we consider that a very important part of the intelligence gathering process.  

What it does do – and I’m happy it does do it – is it preserves that prosecutorial option which is very important in some cases.  In other cases it’s not as important, as Congressman Rogers noted.  

But getting back to sort of the decision on whether to read someone their Miranda warnings or not – it’s complex.  We do discuss that with the Department of Justice and the United States Attorney’s Office.  We do coordinate with the intelligence community.  And we do try to determine whether this is an instance when we want to preserve the prosecutorial option and that’s how we look at that.

REP. ROGERS:  Again, I’ll go back to the Christmas Day bomber because to me it was a great example.  And I argue the converse of that is true that just because you don’t give Miranda rights doesn’t mean that you cannot produce criminal evidence to put someone in jail.  

But think about what happened on that Christmas Day event.  Now, the agents on the ground wanted more time to debrief.  They were just starting to get this person to have some level of comfort when it came down through the Department of Justice, through the FBI, that they in fact would Mirandize.  

So think of that problem already.  They’ve already said agents on the ground who are dealing with it in person, we don’t care what your belief is.  We’re going to do it.  Now, they took him off the plane as I said earlier – pretty clear that they’re going to get a criminal conviction.  

So what was more important at that point?  We didn’t know whether was there anyone else in the country?  Was there someone else on the plane?  Was there someplace else, another event scheduled in the United States or somewhere around the world?  That to me is far more important than stopping and saying you have the right to remain silent.  And guess what happened when they said you have the right to remain silent?  He stopped talking.  What value is that to the intelligence gathering when we didn’t know what the true threat was?  

So I look at this in a completely different way than the Department of Justice is currently and I think FBI leadership is, is that that decision, A, should have been made by the agents on the ground.  It was not, number one.  

And B, the most important thing we’re going to do in a case like this – remember, this is an enemy combatant who was foreign recruited, foreign trained, was foreign equipped, who had decided that as a declaration of war with a group that trained him, he was an enemy combatant coming to the United States to kill civilians.  So just because the battlefield wasn’t Afghanistan, doesn’t mean that that person isn’t an enemy combatant.  We decided we were going to treat them with all the same rights as a United States citizen.  And I argue not to the advantage of the United States if you are looking for a broader intelligence picture.  

And again, there are concerns – think of their concern on this was that maybe he says one or two or three things of value, maybe like, yes, I did it.  Great.  Weigh that with the fact of the evidence we had versus what we didn’t know from an intelligence perspective.  I don’t know how anybody comes to the conclusion that was the right decision to make.  And I think that’s been our problem, and you can do it with the Times Square bomber as well, with Hasan.  If you can go down the list of the problems where they tried to interject this lawfare versus warfare mentality and what we lose in intelligence.  

Now they’ll say, well, he did cooperate.  Yes, he did.  Later.  But time is absolutely important when you take someone like that off the battlefield or a plane sitting next to you.  Time is what counts.  We needed that information.  We needed it now.  That law enforcement procedure and Mirandizing slowed everything down.  That could have been dangerous and lethal to American citizens.

GEN. HAYDEN:  Yes.  Sean’s point’s well taken about these are complex questions and individual case based decisions need be made.  So I try to avoid the broad question of Mirandizing but look at the Christmas Day event in terms of the broader culture in the Department of Justice and does it or does it not facilitate the growth of a domestic intelligence service.

And the storyline there, this thing kind of rode out like it was a medieval morality play.  Fifty minutes, even in the face of the fact that almost all known al Qaeda aviation plots in the United States have multiple threads, whether they were Bojinka or 9/11 or the 2006 plots with wide bodies crossing the Atlantic.  

And so, as a cultural impact rather than a specific threat environment, as a cultural impact, that had to be instructive to the broader department and to the National Security Branch as to the value schema of the Department of Justice and it seems to tilt very strongly in the direction of the law enforcement flavor.  That simply makes it more difficult to create a true domestic intelligence service inside that broader macro culture.

MR. FALKENRATH:  I would say that there’s one organization not represented on this panel right now, probably should be – that’s DOJ.  I think I’m something of a student of institutional legal and cultural reform in the U.S. agencies since 9/11 and my feeling is DOJ is one of the entities that is most significant but has struggle the most to make this transformation.  

At the end of the day, there is often a U.S. attorney or assistant U.S. attorney who really does have to go before a court some day to secure that conviction.  And his career really does rest on his ability to do that.  And when it goes badly, it goes very badly for him personally.  And I think that comes into it, these decisions about Mirandizing and the manner of interrogation or questioning of people who’ve been taken into custody.  

DOJ is a big part of that conversation.  I’m not sure how often or who can trump them.  I hope someone can but they have a major voice in that.  And if you happen to get an unreconstructed prosecutor who’s merely concerned with the conviction and not the intelligence mission we’re talking about here, you have real trouble out in the field on that.

I want to ask about another question now which is the homegrown threat referenced in recent testimony before Congress and then mentioned by the panelists.  The homegrown threat is complex and it may never be completely homegrown but one of the attributes of it is it doesn’t fit the classic pattern of al Qaeda being traveling to a camp, being trained, being dispatched on a plot, being centrally controlled and communicated with from the people you know about that are running operations for al Qaeda or another organization.  It emerges more spontaneously with much more limited international connection.  

And one of the things that has become clear to me over the last 10 years of watching this is many of our most important counterterrorism successes – and there have been many – begin with an initial lead that comes from foreign intelligence, either from a liaison service, from an interrogation or from SIGINT internationally.  

One of the trouble spots that we have is what do you do when the plot has no such signature?  How do you find it when there isn’t a communications link to a telecommunications instrument you know about in Pakistan or Afghanistan?  

And so I want to ask the panel on that one: how do we – what is your level of comfort with our ability to find plots that aren’t brought to our attention through normal foreign intelligence instruments?

MR. HAYDEN:  Oh, everyone’s looking at me.  Rich, it is really very, very difficult for us to do.  And I kind of refer back to what I was trying to suggest at the end of my prepared remarks about tradeoffs and judgments and all of this coming to some level of agreement.  

It will be difficult inside the American political culture to get the same level of confidence that we currently have with regard to spectacular, complex attacks organized from abroad, our ability to detect and disrupt them to having the same level of success against less spectacular, less complex, lower threshold attacks that emanate from within.  

And I think in addition to the debate about what more can we do, which I think is necessary to have, we also need to come to a common agreement about what more we choose not to do because of competing values – security, liberty, convenience, commerce and so on – and that we all recognize that we have drawn that line and that we have agreed to accept a certain degree of risk with regard to certain kinds of threats.  

That is in opposition to the world in which I personally experience and I don’t mean this to be a personal whining but I think it has application to the broader intelligence community.  I spent three, four years after 9/11 largely being questioned about why I had done too little because Americans didn’t feel very safe.  And then I spent the next five years answering questions as to why I was doing so much because Americans felt safe again.  

That’s an unfair position to put the National Security Branch in.  It’s an unfair position to put any of the intelligence community in.  The only way you don’t put them in that position is to have that conversation.  We’re going to do more here and here.  We’re not going to do more here and here.  And we understand the implications.  We all agree?  We agree.  

REP. ROGERS:  One thing I think gets overlooked – and the FBI does tremendous work here – is just the radicalization in our prison system and what threat that really means from a domestic policy front.  It doesn’t get a lot of attention paid to it, as I said, but it is very real and it’s growing.  And that’s something that concerns us all. 

And that fine balance between a truly domestic only – and one element to Christmas Day, to even the Hasan Fort Hood shooting, Times Square bomber as well is that they all did have an international nexus.  They all in some way communicated, trained, traveled with al Qaeda and terrorist elements around the world.  So there still is that fine line.  That’s what the director or the general was talking about a minute ago.  

Why we have these arguments and policy debates behind closed doors and I argue sometimes too much in public about what our capabilities are and should be from an electronic surveillance perspective and other ways that we collect information, human intelligence as well.  

And that’s why I think you found, and Mr. Hayden talked about, he had a rough five years there that I thought was completely unwarranted because of what the threat nature was and they were basically victims of their own success.  It was well.  They were aggressive.  They were able to disrupt plots and yet then the policy shift came along to say, well, maybe we don’t need to do all these things anymore because we’re safe.  It was absolutely a head scratching event.  

We need to come up with a set of standards and policies that we can agree on in a bipartisan way – and I think we were practically there, not everywhere but we’re practically there – lay it down and let it go and let the intelligence community continue to innovate around the things that we tell them to do and find out, clearly within the confines of the law, so that we don’t have this up and down, today we need it, tomorrow we don’t.  I will tell you this is a threat that will be here for all of our lifetimes and all of our children’s lifetime.  So we need to have a policy in place that allows them to do that.  

From the domestic front, I think the FBI has the biggest challenge because if they are going to do any electronic intercepts, it all has to be done through Title Threes or a FISA court and that gets into a whole another set of difficulties and challenges.  And a criminal Title Three has very high standards.  

And so, that is the challenge the bureau is going to have to try to work its way through when you come for a purely domestic – let’s say if somebody that’s out on parole that has been radicalized in prison gets hooked up here domestically and wants to do something.  That is a challenge that I think they will be at a full on sprint to try to keep up with here in the years ahead and hopefully we’ll give them the policy and the tools that they need to be successful in that.  

MR. JOYCE:  I agree with Congressman Rogers’ comments.  And homegrown violent extremism is an incredible challenge and it’s growing.  And it remains I think for the FBI one of the top terrorism concerns for us and we have to be vigilant and look for those indicators that indicate radicalization, but at the same time we have to protect the civil liberties.  

So again, it is a challenge to balance the safety of the American people with protecting the privacy rights and freedoms of each and every American.  We try to balance this every day but it requires sometimes very difficult decisions.  

And I just note that, again, on Congressman Rogers’ point about corrections – we do have an ongoing initiative and it’s a very robust initiative.  We’ve recognized this threat for some time and we’re doing many things to address that I really can’t go further in this forum on that.  

I want to address one of the points that Rich mentioned earlier though about, again, I think there’s some misinformation out there about, again, the Miranda warnings and who decides and who’s involved.  The USA is not making the final decision on that.  It is a collaborative approach.  And DOJ – and I wish they were here – has made many changes themselves.  And I can tell you Assistant Attorney General David Kris, who’s part of the National Security Division of DOJ, I talk to each and every day and we discuss this.  And I could tell you it’s intelligence first, prosecution second.  

Another thing: when Mr. Hayden addressed is the MI-5 model better, I say to you today it is not better.  And we talked to our counterparts about this.  Would it be better to have a separate agency?  What it does is being a hybrid agency gives us the agility to address these threats using many different tools that no other agency in the world has.  And that has proven successful in many of the things we’ve done since 9/11.  

So I say here today that discussion was frequent post-9/11.  But I think that’s been put to rest with some of the successes that the FBI along with other members of the intelligence community have had since that time using all the tools available to us to help identify further individuals, at time prosecute them and at times using other avenues.

MR. FALKENRATH:  I’ll ask one last question and turn it open – open up to the floor.  One of the things I’ve observed about the FBI is that once an investigation gets going on something that’s truly critical and high priority, it has really awesome investigative powers and can move very fast and scale up very fast, but every once in a while, you run into a block.  You run in – and particular to a communication system that the targets of your investigation are using that you cannot readily penetrate, mostly for technical reasons because you can’t get into that.   

And that problem is getting worse with the proliferation of peer-to-peer communications technologies.  And there’s a lot of them.  But we’ve come a long way from the days of wire telephone and simple e-mail accounts and cell phones.  There’s now lots and lots of other ways for the targets of investigations to communicate.  

And recently, the general counsel for the FBI, Valerie Caproni, was quoted in the New York Times as saying the FBI is looking at statutory change through the CALEA Act, the Community Assistance of Law Enforcement Act, to start to address that problem.  I wanted to give Sean the opportunity to comment on that issue.

MR. JOYCE:  Thanks, Rich.  It is very difficult when technology is changing exponentially.  And as cited in the New York Times article and I think very aptly, we are not looking to expand our authorities at all.  What we’re looking to do is maintain our abilities with the changing technology, nothing more than that.  

It is, as Rich said, with the evolving nature of sort of peer-to-peer networks, there are other services out there that are not covered by CALEA, which was passed in 1994.  And I think it’s a very important issue that we need to work with our legislators – and I’m going to ask Congressman Rogers here to endorse that – to really give us the ability and keep our existing authorities. 

REP. ROGERS:  Yes.  And easy thing to do it’s when you think about the technology change between 1994 and today.  And we in Congress have to be much better about trying to keep up with technology.  

Some of the problems that General Hayden had in the last few years were not because we weren’t following the law but the technology didn’t fit the law.  That was where the confusion was.  

So we had to go back – member of Congress had to go back and try to figure out how do we change the law, we tinker with it a little bit to make it fit the technology of the day.  And we’ve just got to be more aggressive.  Again, the only concern is, as they say, that a camel was a horse designed by a congressional committee.  We can screw this up too.  

So what we need to do is put a better framework that is more inclusive of technology.  It’s easier to do but we, for whatever reason over history, didn’t want to give up that much oversight.  

But as I told my colleagues, it’s easier to go back and change it the other way than it is to come back and try to keep up because we just can’t keep up with the changes in technology and how people communicate.  It is absolutely amazing the differences just between 1994 and today.  I still talk about pen registers.  I don’t think if we do pen registers.  The FBI looks at me like I’m crazy.  It was – the change in our investigative techniques is unbelievable.  So I look forward to the FBI’s language on that though.

MR. FALKENRATH:  General.

GEN. HAYDEN:  Yes.  We in the foreign intelligence area, I’d gone through this movie already.  With the FISA Reform Act of 2008.  Simply put, the impact of the statute as it existed prior to the reform was far beyond the intention of the original drafters of the act.  Because of the changes in technology, the impact of the act was quite different than what they had envisioned when they passed the legislation.  So in this sense, it was by and large the legislative language catching up with technology and pretty much re-leveling the playing field which my understanding is what the bureau wants to do now.  But the teaching point from our viewing the movie was that was a two-year effort, very bitterly fought, and practically consumed Mike McConnell as the director of National Intelligence.  That’s about all he had time to work on in terms of major issues.

REP. ROGERS:  Can I just do a follow up real quickly?  We have to get here as Americans, I think.  If it was okay to go through a court system and provide enough probable cause that I could tap someone’s hard-line telephone with Ruth Buzzi on one end and Sallie Mae on the other, that notion should be applied to every type of technology we communicate on, no matter what your reasonable expectation of privacy is because you have that with the telephone line, it should be no different for whatever form of communication you take as long as the legal principles and the due process and their ability to reach that standard of probably cause are met.  It shouldn’t matter what the technology is.  That part won’t change.  

And that debate I thought it was a great policy discussion.  It would be great for scholars for years to come about how we decided in America for some reason that this piece of technology I had a higher reasonable expectation of privacy than I did with this piece of technology.  It makes no sense whatsoever.  So we made it much harder than it really had to be.

MR. FALKENRATH:  I’m not going to be neutral on this one.  I completely agree with this sentiment.  As someone who watched investigations first hand up close, it’s just outrageous when you have the FISA court authorizing warrant after warrant after warrant and then you get to an instrument of a guy who you know is trying to blow up your city and you can’t throw the switch because technically there’s not ability to do it with a telecom provider there.  And this is really important.  

Sean, though, is exactly right.  The fundamental statutory predicate, the evidentiary standards that have to be met to throw that switch would be unchanged.  It would merely be, give us the switches for all the different communication systems that the bad guys use.  And some of them are dumb and just keep using the ones that we can do.  But some of them are smart.

REP. ROGERS (?):  We like the dumb ones, really.  

MR. JOYCE:  But I just wanted to add.  As Rich said, the challenge though and the difficulty is real each and every day.  So we serve these orders on a daily basis on providers that are not covered by that legislation, that antiquated legislation, and we have to work with them for sometimes weeks or months to develop that capability.   So we’re not able to see sometimes what they’re doing.  That’s important for the American public. That’s important for their safety.

MR. FALKENRATH:  And they’re under no strong legal pressure to cooperate and to move quickly.  I mean, there’s some telecom providers that are instantaneous.  Bam.  There’s other that kind of like defer you to some low level guy in their general counsel office and its weeks go by.  It’s crazy.  So this is something that I think really – I hope the FBI gets traction on its language inside the administration and Congress on this very important issue.  

Now the floor is open.  Someone’s got mikes.  And we’re going to take some questions.  Sir.  Please identify yourself before you ask your question.

Q:  Yes.  George Jamieson (sp).  I’d like to get back to what Congressman Rogers said on the technology issue and ask panelists whether you can apply that same principle to do away with limitations on what individual agencies are authorized to do in the United States.  We have the FBI which does now both law enforcement and intelligence in the same place.  The 1947 act precluded CIA from having any law enforcement functions.  And don’t get me wrong.  I’m not suggesting CIA should have law enforcement function.  

But if there are capabilities that are available, they can’t be used because in 1968 overhead was used to take a picture of the Democratic National Convention so there were problems for DHS and NGA and others.  CIA cannot do electronic surveillance in the United States.  If we’re really going to deal with the foreign intelligence problem, shouldn’t all agencies essentially have the same capabilities properly managed and coordinated?

REP. ROGERS:  No.  (Laughter.)  You know, think about the two things – I would not want the CIA – and I have complete respect for the CIA and the officers and they’re great patriots.  But we train them and teach them to go overseas and break the law.  That’s what we do.  That’s how they’re trained.  And if they’re not breaking the law somewhere, they’re probably not a very good case officer.  You don’t want your FBI agents getting commingled so that we decide, should I today follow the law or should I today not follow the law?  No.  Bad idea.  I think they should absolutely be separate.  

On the issues of FISA, the electronic surveillance of which you talk about, there is very good synergy that’s been developed over decades between the bureau and the agency on cases that happen that may involve a U.S. citizen or may involve a foreigner who is here on U.S. soil.  And they still go through to meet the same legal standards.  And I don’t think you want commingled words confusing.  

I want my CIA trained to be CIA officers doing great things to prevent bad things and letting us know what’s going on around the world.  And I want our FBI to collect intelligence in this new realm but also have the ability to be law enforcement agents around the country.  And I think if you start muddling it up too much, you’re going to run into serious, serious problems.

MR. FALKENRATH:  Let me just put a plug in for something that Sean mentioned which is the Joint Terrorism Task Force.  When I was at the White House, these are an abstraction.  They’re out in the field and didn’t really know what they do.  I lived in one for four years more or less.  And they really are joint.  You’ve got every agency imaginable, every law enforcement agency and the intelligence agencies present in them, at least the big ones – the CIA is there, the NSA is there, the military is there, local agencies are there.  

And when they have a big case, other leadership of the agencies come together and they pull their resources and when they work best they have a kind of coordinated approach.  They say, you take care of that, I’ll take care of this and we sort it out.  They work quite well.  

At the same time though, there’s a general principle which is you’re not allowed to get an agent to get something that you would not otherwise be authorized to do.  I’m not a lawyer but I know that’s the case.  

So it turns out a fire marshal can basically enter your home whenever he pleases if he thinks there’s a fire hazard.  But you can’t if you’re the FBI and you want to search that premises, just go to your fire marshal and say, hey, go into that house, look around and tell me what you see under your authority as a fire marshal because I’m not permitted to do that myself.  And that somewhere that’s grounded in the constitution, I’m sure.  But you’re not – (laughter) – you’re not allowed to violate that rule.  

Q:  So how are we doing today?  Is there an agency that’s a lead agency in bringing this all together?  How does it all get together and do we need to do better?

MR. JOYCE:  It does get together in a couple of different ways.  First, we have all the 50 detailees over the Central Intelligence Agency.  We have detailees over at NSA to help integrate the information you’re talking about.  Additionally, we have what are called legal attachés in over 61 countries around the world who work with their law enforcement and intelligence partners to discuss issues like you mentioned.  So I think we have taken a very collaborative approach.  We recognize that.  Here in the United States, as you know, the NCTC and the NSE has taken a coordination role as far as the policy on extremism.  So that’s how we’re addressing that.

MR. FALKENRATH:  You know, John, the federal government struggles with the fact that it doesn’t do community affairs.  The federal government is a limited government mostly here in Washington.  Local agencies do community affairs.  They’re the ones that have – interact daily with the different communities.  And so this is something where people expect the federal government to take a significant role in domestic kind of radicalization but the federal government is in fact quite poorly positioned to do that just because of what we are.  

At the NYPD for four years, community affairs is a big deal.  It’s not run by counterterrorism or intelligence but we have people interacting with every single community imaginable.  And one of the things that Commissioner Kelly did when they started to worry about radicalization in certain immigrant communities was think about the sports leagues and we had a soccer league and a baseball league and a football league but we didn’t have a cricket league.  So he created a cricket league dealing mainly with the South Asian population.  And now it’s a huge success in that in Queens and Brooklyn and the Bronx.  

So I think when we think about as a country what do we do for community outreach and counter-radicalization in that area, you have to start looking at the local level, at the – 

Q:  (Off mike.)

MR. FALKENRATH:  Sure.

Q:  Is there a comprehensive threat – (off mike) – domestic radicalization – (off mike) – like an assessment of – (off mike) – in the United States what is the threat for radicalization today?

MR. FALKENRATH:  Hard to summarize.

Q:  (Off mike.)  

REP. ROGERS:  I think as Mr. Joyce talked about that there are efforts underway some of which could be talked about, some can’t.  And that information comes through a whole bunch of sources for the United States government as a total, first and foremost from local sources who are closer to the problem and see the problem.  Other radicalization efforts that are organized would come under the purview of the FBI domestically if that radicalization had a component of violence to it.  And I would argue all cases of radicalization in Islam have a component of violence to them. 

So that part is being done and they’re looking at it from every aspect that you might on any – when you look at any organization that might be here to do something that is subversive, how that would come together is just the way it does under any other organization that might be doing something here subversive.

MR. FALKENRATH:  Suzanne?

Q:  Suzanne Spaulding with Bingham McCutchen.  Sean, you did a nice job of sort of rebutting I think the image of a dichotomy, a strict line between law enforcement and intelligence collection pointing out that prosecution has been very effective in intelligence – (audio break).  Similarly, I think this discussion which we just had about community outreach helps explain why there is not this stark dichotomy when we talk about balancing national security or keeping Americans safe and protecting civil liberties.  And in fact, I wondered if you had some thoughts on the ways in which preserving civil liberties actually reinforces and strengthens our overall counterterrorism efforts and policies.

MR. JOYCE:  Thank you for that question.  It’s a very good question.  We do many things as part of our community outreach program.  We have the Citizens’ Academy that invites civic community and business leaders to learn about the FBI and specialized community outreach teams that talk with these individuals.  We explain to them that we are also there to protect their civil rights, their civil liberties and to balance those.  We want them to be part of the team.  And also, if they recognize some indicators to be able to have that avenue of communication to call the FBI so we can address those concerns.  So I think as you mentioned, it’s been an invaluable way to address some of these emerging threats.

MR. FALKENRATH:  Last question here in the back.

Q:  Eli Lake, Washington Times.  It’s a question for Mr. Joyce.  In the process for determining whether to keep open the option for prosecution in individual cases, what is the role of the High-Value Intelligence Group created by the Obama administration?  And can you give us a sense of how they interact with your particular division at FBI?

MR. JOYCE:  The High-Value Interrogation Group is an intelligence community asset, not just serving the FBI but serving all the members of the intelligence community.  Its make up is multi-agency and contains many subject matter experts that would provide invaluable insights into some of the individuals that have been deemed high value for the United States government.  As far as that interaction with a prosecutive option, each and every time when we address our threats, it’s intelligence first and do we want to preserve that prosecutorial option.  So that is weighed on a case by case basis.

MR. FALKENRATH:  Any final comments.  Congressman?

REP. ROGERS:  I’m not a big fan of the High-Value Interrogation Group.  I think it’s fraught with problems.  If you’re there from a law enforcement perspective, are you using what the FBI can do as far as an interrogation?  As you using the Army field manual, because you’ve got people who are under law obligated to the Army field manual when it comes to debriefings.  

It creates huge amounts of the confusion.  It has been horribly ineffective in all the places that it’s gone.  We’ve created this new plate.  It’s going to get its own place. Remember that list or organizations that I threw earlier?  We’ve just added another one.  The folks who end up doing the interviews on site are people who are there and have built and established relationships with the individuals.  I think we should take a very hard and serious look at the HIG.  And before it becomes part of the institution that you can never get rid of, I would argue pretty quickly that needs to be gone away with.  

Now, the idea behind it that we’re going to send these experts out some place that might have geographical knowledge on a particular tribe or a particular region still holds true and it has always held true, you just don’t need this formalized organization to do it.  This could have been done in many different ways.  And I still have not and yet to receive how they deconflict this legal question.  

And I’ll give you a great example.  Under the Army field manual, you are not allowed to use psychological techniques in the course of your interview.  The FBI uses it every single day in America.  It is perfectly legal.  How do they reconcile that?  And do you have to dismiss the other interviewers who have shown up if the FBI is there conducting the investigation?  Because the FBI is there, does that mean that law enforcement is the primary function of that particular interview that may happen both here in the United States or overseas?  And what we have found in cases overseas it’s not a welcome entity because it’s confusing.  

So everything that they talk about that it is, it is absolutely functioning in the opposite way.  And before we decide we’re going to sell this thing and say it’s wonderful, we ought to really understand what it’s doing to us versus what it’s doing for us.

GEN. HAYDEN:  I’m out of government.  I don’t have any detailed knowledge.  I’d respond, Rich, just with a question or two.  What does it teach us that we didn’t have (one ?) on Christmas Day?  Does it suggest it was just simply really hard to do which is revealing or does it suggest it really wasn’t important which is also revealing.  But we didn’t have one on Christmas Day?

MR. FALKENRATH:  Well, I wanted to say that this is one of the most important and most difficult topics in the entire counterterrorism landscape we face and I think we’re really, pleased that the Bipartisan Policy (Commission ?) for putting this conference on, putting this panel together.  You selected three really excellent speakers and I learned a lot from this interaction.  So please join me in thanking our panelists.  (Applause.)

(END)
