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GOV. TOM KEAN:  On behalf of Lee Hamilton and myself, I want to first of all thank you all for what’s been a very good conference up to this point, and if possible only going to get better from here on in with our next guest.  I also want to take a minute to recognize somebody who is an old friend and one of the 9/11 commissioners, Richard Ben-Veniste, who came in.  Richard, it’s wonderful to have you here.  

It’s my pleasure to introduce Robert Mueller, who’s the sixth director of the FBI, nominated by President Bush.  He was sworn in as director on September the 4th, 2001.  After receiving his undergraduate degree at Princeton and his master’s degree in international relations from New York University, the director joined U.S. Marine Corps.  He served as a marine officer for three years and led a rifle platoon of the 3rd Marine Division in Vietnam for one year.  For this service, he received the Bronze Star, two Navy Commendation Medals, the Purple Heart, and the Vietnamese Cross of Gallantry.  

Following his career in the marines, Director Mueller went on to earn his law degree from the University of Virginia Law School.  He served as a litigator, a U.S. attorney, and acting deputy attorney general to the Department of Justice.    

I think those of us who’ve been involved with this business for a number of years, we are so fortunate that in this period of deep trouble for the company – for the country that we’ve had a leader of the FBI of Director Mueller’s capability.  At this point, I’d like to address Director Mueller.  (Applause.)  

MR. ROBERT MUELLER:  Thank you, everyone, for being here.  I see a lot of friends, persons who’ve been in the wars with me and it’s good to see all of you again, particularly to discuss as important an issue as the one we’re going to discuss or you have been discussing today and we’ll continue to discuss. 

With any ongoing issue of importance, particularly one such as this, it is useful to reflect on where we are and where we need to be, and that is why conferences such as this are so important to issues such as this.  

And today, I want to talk briefly about the terrorist threats, the tools we need to be successful, and the growing challenge presented by rapidly changing technology.

So I think it’s probably been discussed earlier today.  Al Qaeda’s intent to conduct high profile attacks in the United States remains unwavering.  And while the structure of the group has been diminished, its power and influence over individuals and affiliates around the world has not diminished.  

Recent plots suggest that al Qaeda is focused on recruiting and training individuals from Europe and America, individuals who can more readily evade heightened security measures at the border.  

And we’re also concerned with a growing threat from al Qaeda affiliates, from the attempted Christmas Day bombing by al Qaeda in the Arabian Peninsula, to the failed Times Square bombing by TTP.  In each of these cases, groups were able to recruit individuals committed to attacking the United States, and whose backgrounds were less likely to trigger security scrutiny.  

In addition to large scale attacks, al Qaeda and its affiliates may also attempt smaller attacks that require less planning and fewer operational steps, which results in fewer opportunities to predict and prevent such attacks.

From al Qaeda’s perspective, these smaller attacks, even if unsuccessful, may still generate significant publicity, and therefore might have both a psychological and an economic impact.  

Threats from homegrown extremists, those who live in the communities they intend to attack, are also of great concern.  Here, too, the threat is quickly evolving.  There is no typical profile of a homegrown terrorist.  Their experiences and motivating factors vary widely.  These individuals are increasingly savvy.  They are harder to detect, easily able to connect with other extremists and in some instances highly capable operationally.

Let me turn for a moment to the impact of the internet.  The internet has become a primary platform for communication and has also become a tool for spreading extremist propaganda and for terrorist recruiting, training, and planning.  It is a means of social networking for like-minded extremists, including those who are not yet radicalized, but who may become so through the anonymity of cyberspace.  

In other words, the internet has become a facilitator and even an accelerant for terrorist and criminal activity.  

Let us consider the impact of someone like Anwar Awlaki, the American-born, Yemeni-based extremist.  Ten years ago, Awlaki would have operated in relative obscurity.  Today, on the internet, he has unlimited reach to individuals around the world, including those here at home.  

In short, we are seeing an increase in the sources of terrorism, a wider array of terrorist targets, and an evolution in terrorist tactics and means of communication, all of which does make our job that much more difficult.  

Given the nature of these threats, we must focus on the tools we need to keep the American people safe.  Today, the FBI is a threat-driven, intelligence-led organization.  We are collecting, analyzing, and sharing intelligence to better understand all threats – those we already know about and those that are yet developing.  

We have identified our top investigative priorities, from terrorism and transnational organized crime, to white collar crime and violent gangs.  And we are working to ensure that we have the appropriate human sources to address these threats.  In years past, we built sources inside of cases to target individuals.  Today, we are building sources around emerging threats.

We are asking ourselves key questions about our investigative priorities.  What do we know about pending and potential threats?  What do we need to know?  Is the threat immediate or unlikely to manifest itself for some period of time?  Who might take action?  And where and when might they do so?  We understand that we must identify the gaps in our knowledge, and obtain the intelligence to fill those gaps. 

And day in and day out, we are working on our ability to predict and disrupt threats to the American people, all under the protection afforded by the Constitution.

Let me talk about three tools which are of particular importance to us:  first partnerships, secondly community outreach, and third technology.  

Partnerships.  And we understand that no one agency or department can handle these diverse challenges.  Indeed, we have often said that working side-by-side is not only our best option, it is the only option. 

The 9/11 Commission recognized the need to break down barriers between law enforcement and intelligence and between federal law enforcement and our partners on the state and local level, and indeed, around the world.  

We have made great strides in breaking down those barriers, and we are all stronger for it.  Today, we routinely share information across the board, about pending cases and emerging threats.  And we are working cases together, both here and abroad.  

Since 2001, we have tripled the number of Joint Terrorism Task Forces across the country, to more than 100.  These task forces, as most in this room know, combine the resources of the FBI, the intelligence community, the military, and our other federal, state, and local partners.

With roughly 4,000 members, these task forces have been essential in breaking up terrorist plots across the country since September 11.  Such was the case, for instance, with the arrest of Najibullah Zazi and his co-conspirators, who were operating in both Denver and New York. 

But we also must work closely with the citizens we serve.  For years now, our community outreach specialists have worked to enhance public trust in the FBI.  We host regular town hall meetings with community leaders and concerned citizens across the country.  We want to better understand the issues of the communities we serve, and dispel myths about the FBI and the work we do.  We will continue to build on this strong foundation in the years to come, together with our federal, state, and our local partners.  We all recognize that we cannot be successful against crime or terrorism without the trust of the American people. 

Let me turn for a moment to technology.  We have enhanced our technological capabilities in the Bureau over the last nine years.  And yes, there is still work to be done.  But we have greatly improved the way we collect, analyze, and the way we share information.

Intelligence provides the information we need, but technology further enables us to find the patterns and connections in that intelligence.  Through sophisticated, searchable databases, we are working to track down known and suspected terrorists, through biographical information, travel histories, financial records.  And we can then share that information with those who need it, and do it in a timely fashion.  

And yet, as the 9/11 Commission recognized in 2004, and I quote, “technology can create problems as well as solve them.  The emergence of the internet has given terrorists a much easier means of acquiring information and exercising command and control over their operations.  These changes have made surveillance and threat warning more difficult,” close quote.  

The commission did go on to note that “Americans’ love affair with technology leads them to regard it as the solution.”  Yet for those of us in the intelligence or law enforcement, community rapidly changing technology can present a problem.

One lesson we have learned in recent years is the need to ensure that the laws by which we operate keep pace with the new threats and the new technology.

By way of example, turning to court ordered intercepts, in some instances, communications providers are not able to provide the electronic communications we seek – we seek in response to a court order.  Many providers are not currently required to build or maintain intercept capabilities in their operating systems.  And as a result, they’re often not equipped to provide the timely assistance we need.

Critical laws covering this area have not been updated since 1994, when we moved from a copper-wire phone system to digital networks and cell phones.  But of course, as we all know, technology has expanded exponentially in the past 16 years.  We need to ensure that our ability to intercept communications is not eroded by advances in technology, technology we all rely upon to communicate.

And it’s not just at the federal level.  Our state and local partners face the same challenge.  Much like our caseload, the majority of their cases include criminals using some form of electronic means to communicate.  And because of this divide between technology and the law, they, too, are increasingly unable to access the information they need to protect public safety, and the evidence they need to bring criminals to justice.

For example, in a recent online child exploitation investigation, the subjects used the latest technology to conceal their activities.  And we identified key individuals in this ring only because one member agreed to help law enforcement infiltrate the group.

In another case, a Mexican drug cartel was making use of a modern communications system that we were not able to intercept.  And we had to use other investigative techniques that were far more risky.  

And while there are those in the private sector who may have concerns about working closely with law enforcement and the intelligence community, I will say that many of our private sector partners stand ready to assist with solutions to these problems.  And we will continue to work together to ensure that providers can readily comply with court-ordered intercepts.

Let me turn for a moment to the FBI’s role in protecting civil liberties.  As we address heightened threats to our national security, we always must consider the potential impact on our civil liberties, including the right to privacy.  Some have suggested there is an inherent tension between protecting national security and preserving civil liberties and I disagree.  We have a right to privacy, but we also have a right to ride the subways without the threat of bombings.  It’s not a question of conflict.  It is a question of balance. 

If we safeguard our civil liberties, but leave our country vulnerable to a terrorist attack, we have lost.  And if we protect America from terrorism, but sacrifice civil liberties, we have also lost.  We must work to strike that balance, every day, in every case.  

Our world has indeed changed in recent years.  Yet even in times of great change, certain constants remain: the desire for safety and security, the hope for peace and prosperity, and the need for solidarity against forces that might otherwise divide us.  These constants are the same in communities and countries around the world.  And it is these constants that we in the Bureau strive to protect every day.  

Let me thank you for having me here today.  It’s an honor to be able to spend some time with you.  And I’d be happy to answer any question you might have.  

GOV. KEAN:  Questions for the director?  Yes, sir.  The mike will come to you.    

Q:  Thank you.  Mr. Director, I’m Frank Gaffney with the Center for Security Policy.  Thank you for your service to our country in many different capacities.  And organization like mine is trying to render support to you all and we’ve recently published a study we call the “Team B II Study.”  It’s available at shariahthethreat.com.  It talks about Sharia as fundamental to the enemy that we’re dealing with here today.  We’ve heard much this morning and even in your speech about the threat of the violent kind of jihad that Sharia compels.  Missing almost entirely, I think has been the stealth jihad.  And you spoke in your remarks about the importance in outreach to the community of rebuilding trust in the FBI.  I’m more worried, frankly, about the trust the FBI is reposing in some in the community, specifically really relying upon the Muslim Brotherhood front organizations that the government itself has identified as vehicles for outreach.  And I just wondered, especially when we see the Kifah Mustapha affair at the Citizens’ Academy, whether this isn’t really a problem that requires a sort of revisit the second opinion of the kind that we’ve provided.  And I’d just welcome your thoughts on this particular piece of the problem of stealthy sort of jihad.  

MR. MUELLER:  Let me start by saying it’s a – I think it’s a delicate issue.  And it’s dependant upon individuals.  They’re quite obviously in not just say the Muslim American, Arab American, Sikh American communities, are individuals who may be under investigation, who may be participating in supporting terrorism.  And we have to assure that we identify, understand those persons.  And to the extent that they step over the line, that they’re indicted and prosecuted.  

On the other hand, we – it’s tremendously important for us to develop relationships with the 99.9 percent of the Muslim community, Arab American community, Sikh community, that are every bit as patriotic as anybody in this room.  And I say it’s a delicate issue because you have to identify the various concerns that these communities have and as well make certain that in those instances, where you have some belief that the person has stepped over the line that you are not including that individual or individuals in that outreach effort.  

GOV. KEAN:  Other questions for the director?  Yes.  

Q:  Yes, hello, Mr. Director.  My name is Diana West.  I’m with the Washington Examiner.  And I just want to follow up on the question I’ve asked almost everyone I’ve spoken to today, which has to do with the Kifah Mustapha incident coming in with the Citizens’ Academy, Kifah Mustapha being an unindicted co-conspirator in the Holy Land trial, Holy Land Foundation trial, and also a Hamas operative.  Everyone has told me, “talk to the FBI,” including Director Clapper.  

MR. MUELLER:  Are you sure that was the answer was given before.  (Laughter.)  

Q:  So you are the FBI.  

MR. MUELLER:  I know – I did get some briefing before and I knew this question might come.  

Q:  Excellent.  

MR. MUELLER:  So let me tell you that I understand the concern.  I’m not certain I agree with the predicate to your question or the assertions that you make in the context of the question.  And we’re not going to debate it here.  Let me tell you that Citizens’ Academies we carry on throughout the country in every one of our offices, they have been a terrific tool for exposing the FBI to a variety of communities.  I will tell you we look at the backgrounds of individuals who participate in the Citizens’ Academies.  I might also add that what the Citizens’ Academies are exposed are how we do business, not necessarily the facts or the investigations that we may be handling.  

So I’m not going to talk about any particular individual but I can tell you that that portion of our outreach is tremendously important and we do look into the individuals that we invite into the Citizens’ Academies.  

GOV. KEAN:  I saw a hand in the back of the room, yes.  

Q:  Hi, Jeanne Meserve from CNN.  When the travel alert was issued over the weekend, we were told that the threat information had to do with European possible targets.  In subsequent days, there have been arrests made.  I’m sure there’s been more intelligence and information and investigation that’s gone on.  

Can you tell us what the current situation is?  Have you found any threads leading back to the United States, or do you believe the threat is still a European one?   

MR. MUELLER:  The documents that were put out in terms of threat advisories from the State Department or bulletins that we have issued are – the situation described there is the situation today.  And I think if you look at those bulletins, you see there was a combination – a cumulative buildup of intelligence that triggered the actions that were taken.  But I would not say there’s been a substantial change over the last several days, despite the arrests I know that you’re alluding to in France and elsewhere.  

GOV. KEAN:  Yes, sir, back, yes.  

Q:  Hi, Josh Gerstein with Politico.  I wanted to ask you about the technology issues that you raised in your speech, especially modernizing the authorities for surveillance on new technologies.  How would you address those folks who say, “look, if you really tighten that up significantly, you will just cause more of those resources and more of those programs, those entities to move offshore to entities where they’re beyond the reach of U.S. law enforcement.  And you’ll cause more people to use technology that is even more difficult for U.S. law enforcement to penetrate?”  

MR. MUELLER:  Well, being with Politico, you probably are familiar with the arguments that were raised in opposition to CALEA, back when CALEA was originally passed.  And many of the same arguments were used and yet CALEA has been over the years a very useful vehicle in assuring that we have the access to the intercepts that we need.  Yes, there’s a possibility that some will go over shore or go overseas, but that is relatively remote in terms of our need to have a response to the court orders that come from either FISA court or a Title III and an Article III court, give us the ability to undertake the intercepts.  And on balance, it is important for us to have that access to those capabilities in order to accomplish the mission that the American public expects us to accomplish.  

GOV. KEAN:  Yes.  It’s coming.  

Q:  Barbara Grewe (sp).  Mr. Director, earlier today, there was a discussion about the decision whether to Mirandize people, whether to prosecute people, whether to hold them for other reasons.  And part of the discussion was it was the big bad AG or the big bad prosecutor who was making decision and telling the FBI how to do their job and forcing you to do something you didn’t want to do.  You’ve been at the high levels at the – in the attorney general’s office.  You’ve also been a prosecutor.  Do you view things differently now from the FBI’s perspective than you did when you were on the other side, being part of DOJ.  And can you talk about those tensions between the issues of what the prosecutors want to do and how the FBI might handle the same situation?  

MR. MUELLER:  I think one’s view of the applicability of the Miranda in terrorism context evolves over a period of time.  I think those of us who look at the issue understand the need principally getting intelligence at the outset.  There is not an agent now in the FBI that does not understand that we – our missions prevent the terrorist attacks, not just investigate after the fact.  And so the exception to the Miranda rule under the Quarles – New York v. Quarles case is one we look at as giving us the opportunity to gather that intelligence at the outset for as long as we need, when that intelligence addresses an imminent threat.  And if you asked two or three years ago whether Quarles was something that readily came to mind, I would say no.  But given the threats we’ve seen, given the necessity to gather intelligence, as well as to have an endgame, as well as to not just disrupt the attack, but understand that you’re going to have to do something with that individual in the United States, which ordinarily is prosecution.  There is a balancing factor.  And we have become far more adept, I think, at doing that balance.  

The other thing I would say is that while there is consultation, my experience has been principally as a prosecutor, but – and principally doing homicide cases.  The persons on the ground who were doing the initial – have initial contact are in the best positions to determine how much information they can get, what is a way forward, how long, Before you give the Miranda warnings.  So I do believe that if you look at the number of the recent cases that we’ve had, Miranda has not stood in the way of getting substantial amount of intelligence.  If you look at David Headley out of Chicago, Najibullah Zazi Denver and New York, Abdulmutallab, and lastly Shahzad, who was just sentenced yesterday, every one of those individuals provided substantial intelligence, even though at one point or another, the individual was Mirandized.  

There is one other thing that I’ll focus on for a moment and that is I know you had some discussion in one of the earlier panels about the MI5.  And I see some of my British counterparts here.  And they all know that when I talk to my friends in the UK, with MI5 or MI6 or what have you, the difference between our two systems are twofold.  One is they’re not allowed to use intercepts in their prosecutions.  And that really hampers their ability in some cases to have an endgame and to successfully prosecute somebody.  And secondly, they have no plea bargaining, no incentive – they have limited, but there really isn’t the incentives we have.  

And so I see the American criminal justice system as a mechanism for pushing out intelligence.  And what you find we have here is that we look at each case as an intelligence case at the outset.  We go for – we go as long as we can, but then we have an endgame.  And then we don’t – once a prosecutor sends a person away, we don’t stop.  We want that person to continue to cooperate over a period of time.  

And it gives, in my mind, a substantial advantage.  I say this because every time I talk to my British counterparts I say, “I would love to have the ability to debrief the 100 plus that had been picked up in the UK since 2005, say.”  But that is not the case.  It’s a rather (long-winded ?) answer to say that both in terms of Miranda, but also in terms of adjusting the American criminal justice system to provide intelligence.  We’ve made great strides.  

Q:  Thank you for the opportunity.  My name is Dimiter Georgiev (ph).  I’m at the Center for Peace and Security Studies at Georgetown University.  My question is a lot of the European nations rely on U.S. intelligence to conduct law enforcement within the borders of the European Union and European countries.  To what extent does the FBI rely on intelligence information provided from the European partners for the FBI to do their job here in the U.S.?

MR. MUELLER:  I think not only us, but the agency and others rely substantially on the intelligence generated by our counterparts overseas, not just in Europe, but elsewhere in the Middle East and elsewhere in the world.  One of the striking aspects of September 11th was the ease with which individuals operating outside the United States could plan, could finance, could operate with impunity to direct an attack from the outside of the United States into the United States.  And the crux of the decision that 9/11 Commission put right on the table as a necessity for integrating the intelligence, domestic intelligence with international intelligence.  The intelligence developed under different authorities, by the CIA, NSA, DIA, with intelligence developed in the United States by the FBI and others, that had to be integrated because borders are not going to protect us anymore.  

And consequently, I think all of us in the security services, whether it’d be here or overseas, understand that we have to share that intelligence in order to protect our countries.  And over a period of time, not only the wall is broken down between FBI, CIA, and NSA, but the walls are broken down as well between our counterparts in the security agencies, the intelligence agencies, the law enforcement agencies in our – overseas, whether it’d be in Europe or the Middle East or elsewhere.  

GOV. KEAN:  There’s one back.  Okay, go ahead.  

Q:  Justifies Islamic outreach and what your standard was for groups that you outreached to?  

MR. MUELLER:  We should not forget that Muslim Americans are every bit, for the most part, with a few exceptions, are every bit as patriotic American citizens as we are.  And there are exceptions.  And those exceptions are the ones that we investigate, we prosecute, and we put in jail.  But we should not lose the sight that in the same way we have outreached many other communities, whether it’d be gang-related, or white collar crime, or public corruption and alike.  The Muslim community is part of America and it deserves our outreach and support.  And what I mean with Muslim leaders – I will often say, “look, this isn’t – this isn’t just for us alone.  The worst thing could happen to the Muslim American community is another attack.  And we rely on; we look to you to support law enforcement, to support the United States as American citizens.”  And so yes, there’re individuals in that community, there’re individuals in every communities that we end up investigating and prosecuting, but we should not lose sight of the substantial contribution to America from the Muslim community.  

Q:  Hi, David Trulio, Raytheon Company.  Thank you, Mr. Director for being here today.  earlier today, the theme of putting the terrorist threat in perspective came up a few times, so my question to you is on the issue of balancing resources, when you consider the damage terrorists can do, but you also look at what organized crime, child pornographers, gangs, all the death and destruction associated with that, do we have the right resource mix, where do you see things heading?  Thank you.  

MR. MUELLER:  Well, one of the – if one asked about the changes in the Bureau that were significant as a result to – of September 11th, I’d say probably the principal change was to set to priorities and really set priorities, not just have a grab bag priorities from when the special agent in charge otherwise can pull, but set priorities.  And by setting priorities, you’re going to do – you’re going to focus your resources, your personnel, your budget to those priorities.  Counterterrorism is number one, should remain number one for the foreseeable future because of the impact in terms of loss of lives, financial impact, but principally loss of lives that flow from it.  

And after that, it was counterintelligence cyber, and then on the criminal, we had to focus on public corruption, civil rights because if we don’t do it and it doesn’t get done, organized crime, white collar crime, and violent crime.  Now, one of the areas we gave up was substantial work that we’ve done in addressing the drug cartels.  Much of that was picked up by the DEA.  And we – over a period of time, given those priorities, Congress and the administration have supported us in terms of giving us additional personnel to address those priorities.  You always have to prioritize.  There’re some things that are not going to get done.  But I think we have appropriately prioritized and of course if Congress or someone else wants to give us additional money to do additional – (laughter) – where is my guy from Politico?  And additional resources, we’re always happy to do it.  We can do more with additional resources.  But we believe we’ve appropriately prioritized when we look at those priorities today.  Every year, we evaluate them and think that they should be the priorities of this year and we’ll continue to do so.  

GOV. KEAN:  Yes, in the back of the room.  

Q:  Eli Lake, Washington Times.  Director Mueller, it’s been nearly two years in the Obama administration and the Presidential Civil Liberties and Oversight Board remains unfilled.  As a member of the intelligence community, do you have any objection to that organization and could you shed any light as to why it’s taken so long to fill that panel?  

MR. MUELLER:  I can answer the first part, not the second part.  The first part, yes, we worked with the board in the past.  I will tell you.  Each one of our agencies has a privacy unit that looks at – is basically a red team to look at what we do to determine whether or not there are privacy implications, and if so, to what extent can we address those before we go forward with some particular initiative.  

But, no, we worked with that group before and we look forward to working with that group in the future.  

GOV. KEAN:  Is there any further question?  

MR. MUELLER:  We got one in the back here.  

GOV. KEAN:  One in the back. 

MR. MUELLER:  And two in the back.  

GOV. KEAN:  Two in the back.  You can see better than I can.  

Q:  Thank you very much.  Dan Dombey, Financial Times.  Director, you began by talking about AQ’s attempt to intend to commit high profile attacks in the U.S. and elsewhere and recent plots suggesting training and recruiting individuals from Europe and America.  In the Bipartisan Policy report that we all had coming in here it said that al Qaeda and likeminded groups have also successfully attracted into the ranks dozens of American citizens and residents as foot soldiers since January, 2009.  Do those numbers seem correct to you and are there any other countries of concern where AQ is particularly focusing recruitment on in terms of Western countries?  I’m thinking of Germany in particular.  

MR. MUELLER:  I’m not certain – I couldn’t follow you when you said there were certain countries that were listed.  What were those countries again?  

Q:  I was saying were there any additional countries?  The question number one was do the numbers – the reference to dozen of American being recruited in this report, does that sound correct in the Bipartisan Policy –

MR. MUELLER:  I would have to get back to you on that.  I am not really familiar with that aspect of the report.  

Q:  – and the second one is are there any other countries of concern – we talked about Americans being recruited – are there other Western countries being of concern in terms of recruitment, in particular Germany?  

MR. MUELLER:  I – there’re a number of Western countries that have concerns about terrorism, if that’s the question.  It’s not –

Q:  (Off mike.)  

MR. MUELLER:  – yes, but it’s – in certainly the European countries, for a variety of reasons that we all know, but you can also look at places like Australia, which have their own issues.  Then you can go to Asia with Malaysia, Indonesia, the Philippines, but we tend to focus, particularly because of the threats in the last week or two, particularly the threat advisories to Europe.  But we should not lose sight of other countries where there are problems, where terrorism and individuals being recruited.  And lastly, one of the things that does not get put on the table often is domestic terrorists.  Up until September 11th, the worst terrorist attack we had in the United States was Timothy McVeigh and Oklahoma City.  And we cannot keep our eye just in one place, we have to keep – we have look at each of these groups and the possibilities of recruitment in a number of countries, not just Europe or the Middle East or Africa, East Africa, but also the Australia and alike.  And we cannot forget the possibility of a different type of homegrown domestic terrorist.  

GOV. KEAN:  One more question in the back.  

MR. MUELLER:  Right over here to the left.  

GOV. KEAN:  To the left then, yes.  

Q:  Hi, Spencer Ackerman with Wired.  Came up in the previous panel – how would you draw the line in terms of looking at online methods of radicalization between what is legitimate, what’s constitutionally protected for people to look at versus what’s actually calling for incitement?  Do you have to look at certain key word searches?  Is it permissible to collect intelligence on, for instance, people who go to Anwar al Awlaki’s YouTube page?  

MR. MUELLER:  Well, I’m not going to get into the details of how we can – how we identify persons who may have been radicalized to the point of providing material support or undertaking terrorist attacks.  And by the way, we are always conscious of the distinction between somebody articulating an opinion that is covered by the First Amendment and a person who is taking steps to either support or undertake a terrorist attack.  And each situation is somewhat different.  We are careful to understand what is permitted within – under the First Amendment.  By the same token, if we have any indication that it is going further and stepping across the line, then we will appropriately investigate and prosecute.  

GOV. KEAN:  Okay.  If there’re no more questions, I don’t see any.  I would like to thank the director for an intelligent, candid, as always, presentation.  We appreciate very much that you came.  

MR. MUELLER:  Thank you.  

GOV. KEAN:  Thank you so very much.  (Applause.)  

At this point, on behalf of Lee Hamilton and myself, I want to thank Michael Allen for all the work he did on this and thank all of you for coming today.  

(END) 
